INTERNET SAFETY QUIZ FOR TEENS

1. What is the ultimate criminal charge for a teen who views, possesses, or forwards a sext message?
   a. $25,000 and 10 years in prison
   b. $10,000 and 1 year in juvenile detention
   c. $100 and 5 years probation
   d. Nothing, those under 18 can’t be prosecuted for child pornography

2. Digital abuse, or obsessively messaging someone, is a growing form of what?
   a. Teen Dating Violence
   b. Cyberstalking
   c. Cell phone tax
   d. Sexting

3. What is true if you have a relationship of any kind with anyone online?
   a. Your chances of being abducted are increased
   b. You have more healthy friendships
   c. You are less likely to graduate from college
   d. Your chances of being cyberbullied are increased

4. Research suggests that the most pain of sexting gone wrong comes from what?
   a. Loss of trust
   b. The viral nature of messaging
   c. Criminal charges
   d. Pressure to sext

5. What is the term for an extreme form of cyberbullying in which teens video record physical assaults and distribute them via the internet?
   a. Happy Slapping
   b. Cyberbullicide
   c. Mobile Beating
   d. Trash Taping

6. What is a digital footprint?
   a. Everything you post online which creates an online image
   b. Slang for artwork created on the computer
   c. Personal dance mash-up
   d. Most watched You Tube video

7. What is an important function in order to get financing for college, rent an apartment, and/or buy a car that is often affected by your internet safety skills?
   a. Having a good credit rating
   b. Getting good grades
   c. Clean driving record
   d. Free of underage drinking and drug possession tickets
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8. 42% of teens admit to being cyberbullied. Which of the following is a form of cyberbullying?
   a. Sharing someone’s private information online
   b. Texting messages that harass
   c. Sharing Buddy Lists with others without prior approval
   d. All of the above

9. Who is most likely to view your online profile at some point while you’re a teen?
   a. College Admissions Officer
   b. Employer
   c. Future significant other
   d. All of the above

10. The ultimate goal of a cyber predator is always to:
    a. Become online friends
    b. Send sexually explicit material
    c. Make phone calls
    d. A face to face meeting

11. What is wardriving?
    a. Hackers who steal credit card data
    b. Searching the web for terrorism information
    c. Texting while driving
    d. Graffiti that indicates unprotected wi-fi access

12. Which of these is NOT often a characteristic of cyber predators?
    a. Wealthy
    b. Well-Educated
    c. Married
    d. Unemployed

13. What percentage of teens report that their significant other digitally abuses them?
    a. Over 50%
    b. 42%
    c. 26%
    d. Under 10%

14. The number one risky behavior for teens online is:
    a. Sexting
    b. Cyberbullying
    c. Flaming
    d. Sharing personal information

15. Which is the best way for teens to safe on the internet?
    a. Only go to recommended sites
    b. Use it at the library or at school only
    c. Don’t use the internet or cell phone
    d. Practice good online decision making skills